
Secretary’s  

Honors Program 

 

Cyber Student 

Volunteer  

Initiative (CSVI) 

CONTACT US 

DHS looks forward to hearing from you and  

reviewing your application! 

 

Should you have any questions regarding  the 

application process, or our program, please 

contact: CMSI@hq.dhs.gov 

 

More information about the SHP CSVI 

internship program can be found at:   

https://www.dhs.gov/homeland-security-

careers/secretarys-honors-program 

Student’s Favorite  

Assignments 

 Serving warrants 

 Creating and launching phishing at-

tacks. 

 Creating Advanced Persistent Threat 

(APT) Profiles and organization tours 

 Gathering information from individuals 

on social media 

 Working alongside forensic agents 

 Investigating a cybercrime case, using 

all computer forensic programs  

      available in the laboratory 

 Examining various pieces of evidence 

to ensure the conviction of the ac-

cused 

 Attending Internet of Things (IoT)  

      related meetings with DHS officials 

YOU HAVE AN 
IMPORTANT ROLE 

HELPING US PROTECT 
CYBERSPACE

“CSVI is an excellent program where 

any student interested in the cyber 

field can learn first-hand from all the 

experts available in the agency. 

Thank you so much for this  

opportunity!” 

~ 2016 CSVI Student 

 DHS is an equal opportunity employer 



SHP CSVI Overview 

Why Participate 

Participating DHS 

Components 

Student Assignments 

The Secretary’s Honors Program (SHP) Cyber 

Student Volunteer Initiative (CSVI) provides 

students pursuing cybersecurity-related  

degrees with an opportunity to work with top 

Department of Homeland Security (DHS)  

cybersecurity professionals, while learning 

about the unique cybersecurity missions of 

the department. By offering temporary, 

hands-on experience to current students, 

DHS hopes to make a meaningful impact on 

the education of the Nation’s next  

generation of cybersecurity talent. 

As a Cyber Student Volunteer, you can: 

 Explore exciting cybersecurity career 

opportunities, including those available 

in public service 

 Apply concepts, protocols, and tools 

acquired through coursework by  

assisting cyber-experts in the real world 

 Build technical experience in key areas 

such as digital forensics, network  

diagnostics and incident response 

 Network with cybersecurity profession-

als through mentoring and professional 

development events from cyber-threats 

 Stipend available 

 Available in over 50 office locations 

across the Nation 

 12 - 16 week assignments (May – Sep.) 

with a possibility of extension 

 Flexible start dates and schedules 

 Possibility to receive course credit from 

your institution 

 Customs and Border Protection (CBP) 

 National Protection and Programs  

Directorate (NPPD) 

 Office of the Chief Information Officer 

 (OCIO) 

 Office of Intelligence and Analysis (I&A) 

 Office of Policy/Cyber, Infrastructure, & 

 Resilience Policy 

 Transportation Security Administration 

 (TSA) 

 U.S. Coast Guard (USCG) 

 U.S. Immigration and Customs  

 Enforcement (ICE) 

 U.S. Secret Service (USSS) 

Eligibility Requirements 

 U.S. citizenship 

 Seeking an undergraduate or graduate 

degree in 1) science, technology,  

engineering, or mathematics (STEM);  

2) cybersecurity-related studies; or 3) an 

alternative field but possess an interest 

in  possible future work in cybersecurity  

 Grade Point Average 3.0 on a 4.0-point 

scale  

 Ability to successfully complete a  

background investigation 

Application Process 

For additional information, including the 

link to the application, please visit: 

https://www.dhs.gov/homeland-security-

careers/secretarys-honors-program 

Application Timeline 


